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Wnrstesnuladareunanas (Computer Virus Protection)
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1. AaddlusunsudesiulbifauasdnangiudeyaliFalvig egiaue (Install Antivirus Program)

2. awnubi¥aluniesneufinmesednedon 1 adweduant Tneldlusunsuaind 1 (Scan Virus at
least 1 time/week)
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1. ESET Nod32 Antivirus

2. Microsoft Security Essentials
3. Avira Free Antivirus

4. Avast Free Antivirus

5. AVG Antivirus Free
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1. ESET Nod32 Antivirus

eT

NOD 32

antivirus system
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2. Microsoft Security Essentials

Microsoft*

Security Essentials
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3. Avira Free Antivirus

AVIRA
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Antivirus) :
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(Spyware) #au23 (Malware) uagwuou (Worm) Adudunse $1199)
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4. Avast Free Antivirus
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lUsunsu Avast Free Antivirus 2014 Jasiulisa (lenaueuilisa) deulduinigalulan 1
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TUsunsu Avast Free Antivirus iy Tusunsutesiulasa Qusunsuaunulada) w3e "Antivirus' Tuf
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5. AVG Free Antivirus

AVG

.Anti-Virus
FREE EDITION
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AVG Antivirus Free Edition TUsunsuawnulida AVG 2014 3 poufintnesdensveslan o4
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Uaariulasa wazdawds (Malware) wamwnes (Hacker) laabiwsiluswnsuawnulisaveaidodan wonanndl

TUsunsuawnula¥a AVG Antivirus silfeaunulaga wazdesnulfalaeg1esinsy vinlvireufinines

o ¥ 1 a < A ¥
Mauldegnauaiessingidnaie

Wsunsuawnulada AVG Antivirus §n15 Update dayalasaegnsmag wondalimihaiauon

gaflilandu Real-time Protection Wisuialeugumseiduatlisasgnanniia
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Ansareeumalulagasdumne (Contact)

Vuleddhsanumaluladansaune http//it.pcs.acth

duau Y29N19N15AAAD RUNBLHA

- Andauszauaruialy (Information) Tel: 087-876490, 044-312021 3@

- szwgquﬂ’faga (Database Systems: E-mail: chamrut@pcs.ac.th (Mr.Chamrat)

MIS, etc...) Skype: nengl707@hotmail.com

- insatngdumasiin(internet Network)  Tel: 080-7235203, 044-312021 U 3IA

- nSav1gdunITuin(intranet Network) E-mail: naruerong90@gmail.com  (Mr.Naruerong)

- FauU139/815AU5/FanAw S Skype: -

(Maintenance)

- qua/faunduled (Website Tel: 090-1816189, 044-312021 ansns

Administrator) E-mail: sephimee@gmail.com (Mr.Sittiporn)
Skype: -

9149949 (References)

http://software.thaiware.com

http://free.avg.com

http://eset.co.th

http://www.microsoft.com

http://www.avira.com

http://www.avast.com
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OPSWAT.

Market Share Analysis of Antivirus

and Encryption Solutions

October 2013

Introduction

OPSWAT releases periodic market share reports for
several sectors of the security industry. This report
includes worldwide market share for antivirus and
encryption applications. The data used in this report
was collected on October1, 2013. Please note that
OPSWAT is not a research institution and makes no
claims on accuracy of this data in the real world
marketplace; this report aims to distribute the unique
data collected to inspire public discussion, not to make
any claims as to why changes have occurred. To see a
description of the data collection and its limitations,
see page7 of thisreport.

About OPSWAT

OPSWAT is a San Francisco based software company that
provides solutions to secure and manage IT infrastructure.
Founded in 2002, OPSWAT delivers solutions that provide
manageability of endpoints and networks, and that help
organizations protect against zero day attacks by using
multiple antivirus engine scanning and detailed file
filtering. OPSWAT's intuitive applications and
comprehensive development kits are deployed by SMB,
enterprise and OEM customers to more than 100 million
endpoints worldwide. To learn more about OPSWAT's
innovative and unique solutions, please visit
www.opswat.com.




Antivirus Vendor Market Share
October 2013

As seen in past reports, Microsoft leads worldwide

antivirus vendors with more than a quarter of the

market, and Avast follows closely behind with 23.6%.

The remaining antivirus vendors all show market

shares in the single digits, with AVG, Symantec, and

ESET leading this tier. The top ten antivirus WORLDWIDE ANTIVIRUS VENDORS OCT 2013
vendors control 92% of the market. Only REAL TIME PROTECTION ENABLED

antivirus products with real time protection

(RTP) enabled are included in this A Microsoft  25.4%
comparison. A product with RTP B Avast 23.6%
enabled is currently actively C AVG 8.3%
protecting a user's machine, while a D Symantec 7.6%
product without RTP enabled is E ESET 7.2%
expired or disabled. F Avira 6.8%
G Kaspersky 6.5%
H McAfee 3.2%
| Bitdefender 2.1%
J Other 9.5%

While the comparison above only includes
data from products with real time
protection (RTP) enabled, OPSWAT also

ANTIVIRUS VENDORS WORLDWIDE - OCTOBER 2013 O F S \AAT looked at data for all installed products,
USERS WITH REAL TIME PROTECTION ENABLED VS, ALL USERS including those that are expired or disabled.
If RTP is not enabled, the product is

installed on the user’s machine but not
actively protecting it. When RTP status is
30% [~ B ALLUSERS (RTP ON OROFF) not a factor, Microsoft's lead in market
share increases by 8%, while Avast's share
decreases by 5%. Similarly, all the other top
vendors show decreased market share in
this comparison. This result reveals that a
high number of users who have Microsoft
antivirus products installed on their
machines do not have these products
running. The next section, which shows
comparisons by product, gives more insight
into the difference in RTP status between
Microsoft's products.

35% [~

25% B RTPENABLEDUSERS
20%
15%
10%

5%

0




Antivirus Product Market Share
October 2013

In the worldwide market of antivirus products with real time protection (RTP) enabled, avast! Free Antivirus ranks as the leader,
with a share of 19.6%. Microsoft claims the next two positions, with Security Essentials and Windows Defender at 17.2% and
7.8%. The other products that showed more than four percent of the market include Avira Free Antivirus, AVG Anti-Virus Free
Edition, and ESET Smart Security. The top ten products control 72.1% of the market. A product with RTP enabled is actively
protecting a user's machine, as opposed to products that are expired or disabled. Only these active antivirus products are
included in this section of the report.

WORLDWIDE PRODUCTS VENDORS OCT 2013
REAL TIME PROTECTION ENABLED

avast!Free Antivirus ~ 19.6%

Microsoft Security Essentials ~ 17.2%
Windows Defender  7.8%
Avira Free Antivirus ~ 5.8%
AVG Anti-Virus Free Edition  4.8%
ESET Smart Security  4.0%
Kaspersky Internet Security  3.8%
Norton Internet Security  3.2%
avast!Internet Security  3.0%
AVG Internet Security  2.9%
ESETNOD32 Antivirus ~ 2.5%
McAfee VirusScan  2.2%

Other 23.2%

The ranking of all installed antivirus
products, regardless of whether real

time protection (RTP) is enabled, shows
one b[g difference from the graph above. ANTIVIRUS PRODUCTS WORLDWIDE - OCTOBER 2013
In this expanded set of data, which USERS WITHREAL TIME PROTECTION ENABLED VS. ALL USERS

includes expired and disabled products,

Windows Defender tops the list with 25% T

almost 20% of the market. This is more I ALLUSERS (RTP ON OR OFF)
than double the product's market share 20% T B RTPENABLED USERS
when only products with RTP enabled

are compared. This huge adjustment 15%7

caused by Windows Defender in this

o 1
data set causes every other top 10%
antivirus product to lose market share in soo
the comparison. Besides the change in ’
Windows Defender, the ranking of 0
ErToFijuctsb:s;hesame.asthgtseenlnthe & Q@% & & §e S & Qe %f 0{\@«
enabled comparison. One S A & & & & ¢
) . S F ¥ F FF$ S
noteworthy conclusion drawn from this f Y & L& F & & EEH S
data set is that Windows Defender is ng,é‘ & §¢° A\@(f & 5’7& ¢ ¢ & Gé& &§ g\&\
much more likely to be disabled on a s & & @ @@9 PO &
person’s computer compared to other & @Q @Q ~ N OP S\AAT
.. N -
top antivirus products. <



Antivirus Product Comparisons
October 2013

This graph shows a comparison between
desktop and laptop users within each top
antivirus, and considerable differences are seen
across products. The only product with
noticeably more users on laptops, as opposed
to desktops, is McAfee VirusScan, with a
65/35% ratio. Windows Defender leans very
slightly toward desktop users, but all other top
antivirus products show significantly more
desktop users. The products with the highest
percentage of desktop users are Kaspersky
Internet Security, with 66.3%, followed by
Norton Internet Security at 62.8%. These
results only include products with real time
protection enabled.

LAPTOP VS. DESKTOP OPSWAT

BY ANTIVIRUS PRODUCT
[ LAPTOPUSERS
80% [ I DESKTOPUSERS
70% [
60% [
50% [
40% [
30% [
20% [
10% [
0
S Q % S S & & & & S S 8
Q & & Q NN N NS N N & &
X ¢ 9 X & & & & & & o N
S ST YA S O I SRS & &
S N I N I AV
R A NN S A
R A S vl -\ R ST RPN
T« A & &
3 < & & > Y@
& L K < °
N v :

ANTIVIRUS PRODUCTS DETECTED
INWINDOWS OPERATING SYSTEMS

35%[
30%[—
25%([—
20% [
5%

10% [

[0 avast! Free Antivirus
B Microsoft Security Essentials
M Windows Defender
Avira Free Antivirus
B ESET Smart Security
B Kaspersky Internet Security

O% e
w w

al : Il
0

Windows XP

Windows 7

Windows 8

% Windows Defender is only available as an antivirus product on Windows 8.

Security Essentials is not available on Windows 8.

OPSWAT

This section features a cross comparison
between windows operating systems and the
top antivirus products found on them. Only the
top six products, and only those with real time
protection enabled are included in this
comparison. Windows Defender is by far the
most common antivirus product found on
Windows 8 operating systems. Microsoft
Security Essentials is evenly represented
across Windows XP and Windows 7, and avast!
Free Antivirus is most commonly found on
computers with Windows 7. If only Windows XP
users are considered, Avira Free Antivirus
becomes the second-ranked antivirus product,
and ESET Smart Security follows. These results
only include products with real time protection
enabled.



This comparison shows the percentage of users
of each antivirus product that also have an
additional product installed on their machine.
This could be due to any number of reasons, such
as difficulty in uninstallation, low confidence in
the product, or low interference with other
products. Previous comparisons in this report
showed that Windows Defender was much more
likely to have real time protection disabled
compared to other antivirus products. With
Windows Defender inactive, one would expect
most users to have another product installed to
protect their machines. This holds true, as
machines with Windows Defender show the
highest rate of multiple antivirus products
installed, with around 65%. Out of the remaining
products, McAfee VirusScan shows the highest
rate, while Microsoft Security Essentials shows
the lowest. These results include all products,
whether or not real time protection is enabled.

COMPUTERS WITH MORE THAN ONE ANTIVIRUS PRODUCT INSTALLED

BY WINDOWS OPERATING SYSTEM

80%
70% [~
60%
50%
40%
30%
20%
10%

0

7 8 XP

Vista

COMPUTERS WITH MORE THAN ONE ANTIVIRUS PRODUCT INSTALLED

BY ANTIVIRUS PRODUCT
80%
70% [~
60% [~
50% [~
40% [~
30% [~
20% [~
10% [~
0
< <
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OPSWAT

In the previous comparison, computers with
Windows Defender installed were the most likely to
have another antivirus product installed. Windows
Defender, as an antivirus product, is only available on
Windows 8, where it is pre-installed, integrated in the
operating system, and impossible to remove without
hacking the system. The result is that Windows 8
users, at almost 65%, are much more likely to have
another antivirus product installed than are users of
other operating systems, which are each around 20%
or lower. Windows XP is lowest at around 9%. This
comparison includes all products, whether or not
they have real time protection enabled.



Encryption

According to the data, very few users have encryption actively running on their machines. However, laptops are much more
likely to have at least one drive encrypted than are desktops. Around 53% of computers in this data set had encryption
software installed. Out of all laptop computers with encryption software installed, 2.8% were found to have at least one
drive encrypted, as opposed around 1% of desktop users. This higher rate of encryption in laptops is expected; since laptops
are more easily stolen, protection of sensitive data is a higher priority.
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Data Collection

This report shows comparisons for antivirus applications on Windows systems from data collected from users of OPSWAT's Security
Score and free GEARS Cloud tools. These free products use the detection capabilities of OPSWAT GEARS technology to collect
information regarding the applications installed on endpoint computers. Security Score is a personal security monitoring tool
available at opswat.com/products/security-score and also at various download sites across the web. GEARS Cloud is a network
monitoring tool available at gears.opswat.com and is free to manage up to 25 devices. Only free GEARS Cloud users are included in
this report. These tools are used around the world by home and business users, both expert and inexperienced in security software.
For the purpose of the report, the sample of more than 4000 users is assumed to be representative of the market, based on the wide
accessibility of the tools to a large range of users. However, these results are likely to differ from those in the real world (see below
for more details). GEARS Cloud and Security Score run continuously in a user's system as security tools. This allows for continuous
reports over time from each user, as long as the application is installed. For this report, the data was collected to show what was on
eachuser’s computer from the most recent data transfer that was sent before the time of collection on10/1/2013.

This is the first market share report to include data from GEARS Cloud users. The previous report used only Security Score data, and
other past reports that used data from OPSWAT's AppRemover tool ( www.appremover.com ). By combining data from GEARS Cloud
and Security Score, the results are expected to contain a wider variety of users, potentially representing a more accurate
representation of the real world market. However, several attributes inherent in way the data is collected may cause the results in this
report to differ from what exists in the real world. OPSWAT makes no claims as to the accuracy of the data in the real world market
and is continuously working on ways to overcome the following obstacles:

= On average, GEARS Cloud and Security Score users are more likely to have better functioning security on their computers than
would be seen in the market as a whole. Security Score continuously provides information to its users about the strength of their
security measures, and GEARS Cloud allows IT administrators to monitor users who are not security compliant. In both cases, the
act of gathering OPSWAT's market share data also serves to remind users to increase their security capabilities.

= The datawas collected only a short time after the release of new data collection technology in Security Score and GEARS Cloud,
making for a small sample. The sample size will continue to increase in each report since the data is collected from every current
user of these products. More data in the future will allow for several in-depth comparisons that have not been included in past
reports.

= These applications are marketed in OPSWAT's own channels. Users sampled may not be representative of the general population.
For example, this report may contain a different distribution of Windows operating systems and device types compared to what
exists in the real world. While this report contains more than 20% Windows 8 users, Net Applications reports that only around
8% of all Windows users currently operate under Windows 8.
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= Although the free version of Security Score is only available for Windows users, GEARS Cloud is available for both Windows and
Mac. However, Mac applications are not included in this report, and products that are available on both Mac and Windows would
presumably have different market shares in the real world. Market share for Mac users is expected to be added in future reports.

= While Security Score and GEARS Cloud are used
on devices around the world, their use is not
commensurate with worldwide population
distribution. Only English-language versions of
this tools is available, so countries that have
higher numbers of English speakers are expected
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recently reported that it had 440 million users of
its internet security products, but it did not make
the list of top vendors in this set of data.



Other OPSWAT Market Share Reports

Stay tuned for the next market share report in January, which will feature new comparisons and in-depth comparisons of product

usage. OPSWAT is working to increase global usage of Security Score, GEARS Cloud, and other free applications. Mac application data
willalso be added in the future.

Vendors of antivirus, P2P, patch management, backup, encryption, and other applications interested in inclusion in these reports,
GEARS Cloud, and OESIS Framework are encouraged to contact certification@opswat.com to learn how to partner with OPSWAT.

Follow OPSWAT

Get updates about the latest reports as well as company and product
information by connecting with us online. Sign up to receive OPSWAT's
monthly newsletters by visiting www.opswat.com/mailing-lists, or
follow OPSWAT:

:\\ www.opswat.com/blog

t www.twitter.com/opswat

f www.facebook.com/opswat

IN1| wwwlinkedin.com/company/opswat




Company and Reproduction Information

Please contact sales@opswat.com for more information on
GEARS Cloud. For more information about this report, please
contact marketing@opswat.com.

Parties interested in hosting this report are free to do so as
long as credit is given to OPSWAT, Inc, and a link is provided to
www.opswat.com/about/media/reports.

About OPSWAT

Founded in 2002, OPSWAT is the industry leader in software
management SDKs, interoperability certification, and
multiple-engine scanning solutions. With both software
manageability and multi-scanning products, OPSWAT offers
simplified and comprehensive SDKs that reduce time and costs
for your engineering and testing teams.

Products

GEARS Cloud

GEARS Cloud is the only cloud-based network security and
manageability solution for IT professionals that provides visibility
and management for many application types from antivirus to hard
disk encryption and public file sharing, as well as the ability to
remove non-compliant applications. Monitor up to 25 devices for
free! Visit www.opswatgears.com to learn more and sign up.

Security Score

OPSWAT Security Score is a free tool that scans your computer for
the status of your installed security applications and provides a
score along with recommendations on how to improve both the
score and the security of your device. Download and install it now to

OESIS

OESIS Framework is a cross platform, open development
framework that enables software engineers and technology
vendors to develop products that detect, classify and manage
thousands of third-party software applications. OESIS s
perfect for SSL VPN, network access control (NAC) and other
manageability solutions, and is already deployed on an
estimated 100 million endpoints worldwide.

OPSWAT Certification

The OPSWAT Certification Program is a free interoperability
program designed to enable technology partnerships between
independent software vendors and leading network and
technology solution vendors, by verifying that their security
applications will work seamlessly with solutions employing the
OESIS Framework. Additional information is available at
www.opswat.com/certified.
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Multi-scanning

OPSWAT offers several multi-scanning solutions to enable
fast, powerful content scanning. Because no single antivirus
engine is perfect, using multiple engines significantly
improves the likelihood of detecting malware.

Metascan technology powers each of OPSWAT's multi-
scanning solutions, enabling IT professionals and software
engineers to enhance network security by scanning with up to
30 built-in antivirus engines from market leaders such as
ESET, Norman, AVG and many others. Metascan allows for
custom implementations, such as integration with other
engines of your choice, and can be used for rapid malware
analysis and to implement sophisticated data loss prevention
systems.

For specific multi-scanning needs, OPSWAT also offers
Metascan Client, which quickly scans endpoints' running
processes and memory for key loggers, viruses and other
malware, and Metadefender, which scans removable media
such as USB drives, CDs, DVDs, and memory cards.

Afree demo of Metascan technology is available at
www.metascan-online.com.

AppRemover

The free AppRemover utility enables the thorough
uninstallation of security applications like antivirus and
antispyware from your computer. AppRemover is available
for commercial licensing if you wish to deploy multiple copies
of AppRemover within an organization or entity, or if you wish
to bundle AppRemover with hardware, software or other
services. More information is available at
Www.appremover.com.

Disclaimer of Warranty

OPSWAT Inc. makes no representation or warranties, either express
or implied by or with resFect to anything in this document, and shall
not be liable for any implied warranties of merchantability or fitness
for a particular purpose or for any indirect special or consequential
damages.

Copyright Notice

OPSWAT, GEARS Cloud, Security Score, OESIS, Metascan, Metade-
fender, AppRemover and the OPSWAT logo are trademarks and
registered trademarks of OPSWAT, INC. All other trademarks, trade
names and images mentioned and/or used herein belong to their
respective owners. No part of this publication may be reproduced,
stored in aretrieval system or transmitted, in any form or by any
means, photocopying, recording or otherwise, without prior written
consent of OPS AT%nc. No patent liability is assumed with respect
to the use of the information contained herein. While every precau-
tion has been taken in the preparation of this publication, (ggSWAT
Inc. assumes no responsibility for errors or omissions. This publica-
tion and features described herein are subject to change without
notice.



